IS 6 Configuration

The Continua application includes LDAP and Mixed authentication modes which support using Windows authentication to connect to the web application.
Providing the Windows Authentication feature is installed when you run the installer, the Continua website will be automatically configured to support these
modes. The Continua application service will also be configured based on the option you choose on the Authentication page of the installer.

This guide will step you through the manual configuration of IS 6 and the Continua application to use LDAP and Mixed authentication modes.

Step by Step

1. Open Internet Information Services (IIS) Manager and navigate to the Continua website created by the installer or manually see IIS 6 (Windows

2003)).

2. Right click on the 'WindowsAuthentication' folder located directly under the ContinuaCl website in the 'Web Sites' tree and select 'Properties’.

Click 'Create' under 'Application settings'.
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The directory will then be converted to an application and the icon for the 'WindowsAuthentication' folder will change to show this.


https://wiki.finalbuilder.com/pages/viewpage.action?pageId=655557
https://wiki.finalbuilder.com/pages/viewpage.action?pageId=655557

¥9 Bl Action Yew Window Help

I Internet Information Services (II5) Manager

e~ | A@E XEFRR @@L > =1

€y Internet Informstion Services | Hame | path [
S| 'il fote 1 IR R L T DTl wind ows Authentication Properties ﬂ x|
B Application Pools
) Web Stes HTTP Headers Custom Errors | ASP.NET |
£ Continuacl Virtual Directory Documents | Directory Security
E-‘bm.ﬂnrﬁcdim The: content: For this resource should come From:
I_’]E“ é:‘ * p directory located on this computer
) Areas " & share located on another computer
@) aspret_client " A redrection to a URL
B bin
&) Cache Logal path: | CiProgram Filesivsoft Technologies\Ce Browse... |
[l _J Conbent [~ Script source access W Log visks
1 __| Errors ¥ Read ¥ Inde:x this resource
- _J Scripts ™ write
B Views [ Direckory browsing
-1 Web Service Extensi
- HLensions Application settings
Application name! I‘Hi'-dowsml“nntlcatm Remove |
Starting poink <ConkinuaCl>\Windows
Configuration...
Execute permissons: Ism;ts only o
Apglication pool [pefaitappronl =] &
I oK I Cancel | fnply. | Help |

3. Select the Directory Security tab and click the Edit button for Authentication and access control.
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Ensure that Integrated Windows authentication is enabled and anonymous access is not enabled.



Authentication Methods

~T~ Enable anonymous access:

User name: IUSR_CONTINUA-2K3X86

Password: ses000e0eS

Use the following Windows user account for anonymous access:

Browse., .,

— Authenticated access

are required when:
- anonymous access is disabled, or

[V, Integrated Windows authentication

[~ .NET Passport authentication

For the following authentication methods, user name and password
- access is restricted using NTFS access control lists

i authentication for Windows domain servers
™ Basic authentication (password is sent in clear text)
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